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**1)** Secure Online Voting System Proposed By Biometrics And Steganography

**AUTHORS:**  Malwade Nikita, Patil Chetan, Chavan Suruchi, Prof. Raut S. Y

The secure online voting system is the need of today's era. We propose a new secure authentication for online voting system by using biometric feature and steganography. Voter is asked to enter a password at the time of registration. Password is converted into secret message using timestamp and hashing. This secret message is stored in image using steganography. In this model, a person can also vote from outside of his/her allocated electorate or from his/her chosen location.

**2)** An Efficient Online Voting System

**AUTHORS:** Ankit Anand, Pallavi Divya

This paper deals with design, build and test a online voting system that facilitates user (the person who is eligible for voting), candidate (Candidate are the users who are going to stand in elections for their respective party), Election Commission Officer (Election Commission Officer who will verify whether registered user and candidates are authentic or not) to participate in online voting. This online voting system is highly secured, and it’s design is very simple, ease of use and also reliable. The proposed software is developed and tested to work on Ethernet and allows online voting. It also creates and manages voting and an election detail as all the users must login by user name and password and click on his favorable candidates to register vote. This will increase the voting percentage in India. By applying high security it will reduce false votes.

**3)** Biometrics Using Electronic Voting System with Embedded Security

**AUTHORS:** Alaguvel.R, Gnanavel.G, Jagadhambal.K

An electronic voting (e-voting) system is a voting system in which the election data is recorded, stored and processed primarily as digital information. There are two types of e-voting: On-Line and Offline. On-line, e.g. via Internet, and offline, by using a voting machine or an electronic polling booth. Authentication of Voters, Security of voting process, Securing voted data are the main challenge of e-voting. This is the reason why designing a secure e-voting system is very important. In many proposals, the security of the system relies mainly on the black box voting machine. But security of data, privacy of the voters and the accuracy of the vote are also main aspects that have to be taken into consideration while building secure e-voting system. In this project the authenticating voters and polling data security aspects for e-voting systems was discussed. It ensures that vote casting cannot be altered by unauthorized person. The voter authentication in online e-voting process can be done by formal registration through administrators and by entering One time password. In Offline e-voting process authentication can be done using Iris recognization, finger vein sensing which enables the electronic ballot reset for allowing voters to cast their votes. Also the voted data and voters details can be sent to the nearby Database Administration unit in a timely manner using GSM System with cryptography technique.

**4)** Web-Based Voting System Using Fingerprint: Design and Implementation

**AUTHORS:** Firas I. Hazzaa, Seifedine Kadry, Oussama Kassem Zein

The problem of voting is still critical in terms of safety and security. This paper deals with the design and development of a web-based voting system using fingerprint in order to provide a high performance with high security to the voting system also we use web technology to make the voting system more practical. The new design is proposed an election for a university for selecting the president of the university. The proposed EVS allows the voters to scan their fingerprint, which is then matched with an already saved image within a database. The software is implemented completely as a .net managed code in C#. Upon completion of voter identification, voters are allowed to cast their vote using voting website. Casted vote will be updated immediately. The result shows that the proposed electronic voting system is fast, efficient and fraud-free.

**5)** Highly Secured Online Voting System over Network

**AUTHORS:** K. P. Kaliyamurthie, R. Udayakumar, D. Parameswari and S. N. Mugunthan

Internet voting systems have gained popularity and have been used for government elections and referendums in the United Kingdom, Estonia and Switzerland as well as municipal elections in Canada and party primary elections in the United States. Voting system can involve transmission of ballots and votes via private computer networks or the Internet. Electronic voting technology can speed the counting of ballots and can provide improved accessibility for disabled voters. The aim of this paper is to people who have citizenship of India and whose age is above 18 years and of any sex can give their vote through online without going to any physical polling station. Election Commission Officer (Election Commission Officer who will verify whether registered user and candidates are authentic or not) to participate in online voting. This online voting system is highly secured, and its design is very simple, ease of use and also reliable. The proposed software is developed and tested to work on Ethernet and allows online voting. It also creates and manages voting and an election detail as all the users must login by user name and password and click on his favorable candidates to register vote. This will increase the voting percentage in India. By applying high security it will reduce false votes.